HISCOX

unterbrechung

Zusatzbaustein fiir maximale Sicherheit

CyberClear by Hiscox

Cyberangriffe kdnnen Unternehmen lahmlegen — oft mit gravierenden finanziellen Folgen. Unser Zusatzbaustein Cyber-Betriebsunter-
brechung sichert lhre Kunden ab, wenn der Geschéftsbetrieb stillsteht.

Warum ist das wichtig?

Cyberangriffe fuhren oft zu Betriebsunterbrechungen mit hohen finanziellen Folgen. Kleine Unternehmen brauchen schnelle Liquiditat,
um Kunden und Mitarbeiter zu halten, wahrend bei groBen Unternehmen die Kosten einer Unterbrechung deutlich héher ausfallen
kénnen. Die Hiscox Deckung deckt beide Bedurfnisse zuverldssig ab.

Unternehmen bis 2,5 Mio. Euro Umsatz Unternehmen ab 2,5 Mio. Euro Umsatz

Wie wird entschéadigt? Tagespauschale (gestaffelt nach Umsatz) Ertragsausfall im Rahmen der
Entschadigungsgrenze

Maximale Haftzeit 30 Tage 6 Monate

Besonderheiten Hiscox Garantie: Reicht die Tagespauschale nicht, Individualisierung gemaB spezifischem
regulieren wir bis zur Versicherungssumme. KundenbedUrfnis maglich.

Zeitlicher Selbstbehalt 24 Stunden 12 Stunden

Cloud vs. On-Premises Keine Unterscheidung - Betriebsunterbrechung Cloud

(vor Ort) (wenn, dass das betroffene IT-System

bzw. die betroffenen Daten (auch)
der Herrschaftsgewalt eines drit-
ten Dienstleisters (z. B. externes
Rechenzentrum, Cloud-Anbieter)
unterliegen)

oder

- Betriebsunterbrechung On-
Premises (wenn das betroffene IT-
System bzw. die betroffenen Daten
der alleinigen Herrschaftsgewalt des
Versicherungsnehmers unterliegen)

3 gute Griinde fiir die Cyber-Betriebsunterbrechungsdeckung

©  Planungssicherheit fiir kleine Unternehmen: Schnelle Liquiditit durch Tagespauschale.
©  Absicherung hoher Ertragsausfille fiir groBe Unternehmen.

©  Einzigartig am Markt: Unkomplizierte Entschéadigung Uber Tagespauschale fir Unternehmen bis 2,5 Mio. Euro Umsatz.
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Ransomware im Einzelhandel

Ein Online-Shop (Jahresumsatz von 250.000 Euro) wird Opfer eines Ransomware-Angriffs. Die Angreifer verschltisseln alle wichtigen
Geschéftsdaten wie Kundeninformationen, Bestellhistorien und Inventardaten. Das Unternehmen muss vorribergehend den Betrieb teil-
weise einstellen, da es keine Bestellungen mehr bearbeiten und Kunden bedienen kann. Danke der Tagessatzpauschale kann der Shop
seine Verbindlichkeiten bis zur Wiederherstellung der Systeme weiter bedienen. Die Betriebsunterbrechung dauert insgesamt 17 Tage.
Hiscox Ubernimmt im Rahmen der Cyber-Betriebsunterbrechung Kosten in Hohe von insgesamt 4.000 Euro.

Phishing-Attacke bei Werbeagentur

Eine renommierte Werbeagentur wird Opfer einer Phishing-Attacke, bei dem die Angreifer Zugangsdaten zu Systemen ausspahen und
anschlieBend alle Zugéange verschlisseln. Die Wiederherstellung der Systeme dauert insgesamt acht Tage, wahrend dieser Zeit kdnnen
weder Datenbanken noch Software erreicht werden. Diese Betriebsunterbrechung flhrt zu einem Ertragsausfall von 95.000 Euro, die im
Rahmen der Betriebsunterbrechungsversicherung erstattet wird.

Hinweise zur Antragstellung

Einfache und schnelle Antragstellung fir Unternehmen bis 25 Mio. Euro Jahresumsatz Uber den Hiscox Online-Antrag.
Fur héhere Umsétze erfolgt die individuelle Antragsstellung Uber den Risikofragebogen. Zum Online-Antrag, Fragebogen
sowie zu weiteren Informationen gelangen Sie Uber den QR-Code oder unter: makler.hiscox.de/cyber

Hiscox
Bernhard-Wicki-Strae 3, 80636 MUnchen
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