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" Unverzmhtbare Versicherungslosung
_far Inre Geschaftskunden

Cyber-Risiken sind heute mit die groBte Bedrohung fur Freelancer und Unternehmen — unabhangig von GréBe oder Branche. Ein ein-
ziger Angriff kann zu Datenverlust, Betriebsstillstand und hohen Haftungsansprtchen und Eigenschaden fuhren. Folglich ergibt sich
ein relevanter Beratungsansatz und eine groBe Vertriebschance fur Sie:

= Cyber ist schon lange kein Nischenprodukt mehr, sondern ein Must-Have: Gesetzliche Anforderungen (DSGVO), steigende
Angriffszahlen und digitale Abhangigkeit machen Cyber-Schutz unverzichtbar.

= Wachstumsmarkt mit Potenzial: Viele Freelancer und Unternehmen sind noch nicht ausreichend abgesichert — Sie kdnnen sich
als Experte positionieren und echten Mehrwert bieten.

= Wachstumschancen und Cross-Selling: Cyber erganzt bestehende Policen perfekt und stérkt Ihre Kundenbindung.

Warum CyberClear by Hiscox?

= Umfassende, leisstungsstarke Deckung (Eigenschaden, Haftpflicht, Betriebsunterbrechung) vom Branchenpionier

= Einzigartige Komponenten wie z.B. die Marktinnovation Tagespauschale bei Betriebsunterbrechung und
Norton-Schutzpaket

= Préavention inklusive (Cyber-Training, Sicherheits-Scan, Phishing-Simulation, Krisenplan)

Hiscox Assistance-Leistungen — fir zielgerichtete Pravention & starke Krisenhilfe.
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* Enthalten in CyberClear Plus by Hiscox

Handfeste Vorteile fur Makler auf einen Blick

= Einfacher Online-Antrag fUr Unternehmen bis 25 Millionen Euro Jahresumsatz

= Breite Deckung, transparente und faire Bedingungen

= Starke Assistance und hervorragende Krisendienstleister aus dem Hiscox Expertennetzwerk

= Unterstltzung lhrer Vertriebstéatigkeit durch umfassende Marketingmaterialien

= Schulungen, Studien und mehr fur Ihre Weiterbildung
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Maklers Lieblinge

Schadenbeispiele fir die Beratung

Eigenschaden Haftpflicht Betriebsunterbrechung
Ransomware-Angriff, Datenverlust, DSGVO-Verletzung, Malware-Verbreitung, Produktionsstillstand, IT-Ausfall,
Social Engineering Vertragsverletzung Cloud-Dienst nicht verfligbar

Typische Schadenfille und passende CyberClear by Hiscox Versicherungskomponenten im Uberblick

Schadenfall Versicherungskomponente
Ransomware-Angriff: Systeme verschllsselt, Losegeldforderung Eigenschaden + Betriebsunterbrechung
Datenverlust durch Hacker: Kundendaten geléscht Eigenschaden

Manipulierte Zahlungsdaten nach Netzwerksicherheitsverletzung: Uberweisung an Betriiger Eigenschaden

Social-Engineering-Angriff: Mitarbeiter gibt vertrauliche Infos preis Eigenschaden
Cloud-Daten kompromittiert: Zugriff auf vertrauliche Dokumente Eigenschaden
Malware-Verbreitung: Infizierte E-Mail an Geschéftspartner Haftpflicht
Datenpanne bei Kunden: Personliche Daten offengelegt Haftpflicht

Verletzung von DSGVO: Unbefugte Weitergabe von Daten Haftpflicht

Schaden bei Dienstleister: Angriff Gber lhre Systeme Haftpflicht

Stillstand nach Ransomware: Produktion steht Betriebsunterbrechung
IT-Ausfall durch DDoS-Angriff: Online-Shop offline Betriebsunterbrechung
Serverausfall nach Cyber-Angriff: Keine Kundenkommunikation méglich Betriebsunterbrechung
Cloud-Dienst nicht verfligbar: Arbeitsprozesse gestoppt Betriebsunterbrechung
Systemwartung nach Angriff: Betrieb verzdgert Betriebsunterbrechung
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